Position Title: 
                INFORMATION TECHNOLOGY SPECIALIST

Occupational Series:
    GS-2210

Pay Plan/Grade: 
    GS-09

Major Duties and Responsibilities:

At this advanced development level, the employee plans and carries out routine work independently and participates on more complex studies and projects to develop expertise.  The employee makes minor adaptations to procedures and accepted practices, and handles unexpected conditions arising in the normal course of the work.  The work involves the execution of specific rules, regulations, or procedures and typically comprises a complete segment of an assignment or project of broader scope.  The work product affects the accuracy, reliability, or acceptability of further analytical processes.

  - Performs routine and recurring assignments in the specialty area;

  - Identifies and resolves issues and problems. 

  - Gathers and analyzes basic facts; organizes documentation to facilitate use by more experienced information technology (IT) specialists in troubleshooting problems.

  - Prepares standard, recurring reports.

  - Evaluates established methods and procedures and prepares recommendations for changes in methods and practices.

  - Prepares and updates manuals, instructions, and operating procedures.

  - Provides information and assistance to customers.

  - Ensures the application of appropriate security measures to the assignment.

The supervisor assigns work indicating the scope, limitations, quality and quantity expectations, deadlines, and priority of each project.  The employee organizes the work, follows prescribed methods and guidelines, and recognizes conditions and results that may affect the findings.  The employee uses initiative to carry out recurring assignments, but refers deviations, problems, and unfamiliar situations not covered by instructions to the supervisor for decision or help.  The supervisor reviews work for technical accuracy and compliance with instructions or established procedures.  Review of the work increases with more difficult assignments if the employee has not previously performed similar assignments.  The employee uses a wide variety of reference materials and manuals; however, they are not always directly applicable to issues and problems or have gaps in specificity.  The employee uses judgment to choose, modify, and apply guidelines to specific problems or issues.  Contacts are with employees, supervisors, and managers of the same agency, or employees and representatives of private concerns in a moderately structured setting.  Contacts are for the purpose of providing advice to managers on non-controversial issues and concerns.  The work is primarily sedentary and performed in an office setting.

Technical Competencies:

General IT:  Working knowledge of IT principles, methods, and practices and concepts associated with life cycle management, performance monitoring, quality assurance, system security, and technical documentation methods and procedures.

Policy and Planning: Working knowledge of IT concepts, principles, methods, and program management principles to participate in developing recommendations on trends and new technologies within the context of agency policies, plans, and management strategies.

Security: Working knowledge of IT security principles, methods and tools to participate in defining IT security requirements and support security applications.

Systems Analysis: Working knowledge of systems analysis principles, methods, tools, techniques, and technical documentation methods to translate requirements into basic system specifications.

Applications Software: Working knowledge of applications software principles and methods, programming languages, systems development processes, and technical documentation procedures to participate in the design, development, testing and implementation of new or modified applications software.

Operating Systems: Working knowledge of operating systems installation and configuration requirements and procedures to assist in installing and maintaining the operating systems environment. 

Network Services: Working knowledge of network standards, protocols, procedures, network management tools, and network equipment capabilities to perform routine network configuration management functions.

Data Management: Working knowledge of data management concepts and methods, IT security principles, and technical documentation procedures to maintain database operations and assist in returning disrupted database systems to normal operations.

Internet: Working knowledge of Internet design principles and methods, graphics and programming languages, browser technology, quality assurance principles and multimedia principles to maintain Internet service accessibility.

Systems Administration: Working knowledge of systems administration methods and procedures,  tools, mechanisms and techniques monitor system performance and recover data in the event of hardware or software failure.

Customer Support: Working knowledge of customer support principles, IT security principles, problem resolution databases, and troubleshooting techniques to participate in planning and delivering a full range of customer support services to the organization.

Evaluation Statement:

Factor Evaluation System Levels

1-6       950

2-3       275

3-3       275

4-3       150

5-3       150

6/7-3a    80

8-1           5

9-1           5

Total  1890 = GS-09 (1855-2100)

Position Classification Standards Used:

Job Family Position Classification Standard for Administrative Work in the Information Technology Group, GS-2200, May 2001

